git clone [gitlab]



2 facons de cloner un repo gitlab (et github d’ailleurs!)

Facon 1 : https
Facon 2 : ssh



Facon 1 : https

1- Copiez lien https dans repo
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+ v || Findfile
Clone with SSH

git@depot.dinf.usherbrooke.ca:di | [@

Clone with HTTPS

https://depot.dinf.usherbrooke.c | [@
Open with /
Web IDE ’

copier url https
Visual Studio Code SSH | HTTPS
IntelliJ IDEA SSH | HTTPS
Download source code

zip tar.gz tar.bz2 tar

Your workspaces

A 2 virtual sandbox environment for your

2- tappez “git clone [lien https]” dans un terminal

1 Terminal

[BUR] ~/tmp/ git clone https://depot.dinf.usherbrooke.ca/dinf/cours/H2026/IFT603-1FT712/tp1/eq03/tpl.git
Cloning into 'tp1'...
Username for 'https://depot.dinf.usherbrooke.ca': jodp1301

Password for 'https://jodp1301@depot.dinf.usherbrooke.ca':

remote: Enumerating objects: 6, done.

remote: Total 6 (delta 0), reused 0 (delta 0), pack-reused 6 (from 1)
Receiving objects: 100% (6/6), 4.36 KiB | 4.36 MiB/s, done.

[BuR] ~/tmp/ i

3- entrez CIP et mot de passe

el Terminal

[BUR] ~/tmp/ 1s

3 jodp1301 domain”users 4.0K Jan 16 11:39
[BUR] ~/tmp/ []




Facon 1 : https

1- Copiez

sssssss

| vous devez entrer votre CIP + mot de passe

terminal

ol = IM-X

Le probleme avec 'approche “https” est que EEE=E=s

a chaque “git push” et chaque “git pull”.

zzzzzz




Fac;on 2 : SSH (plus besoin de spécifier notre CIP et mot de passe)

Etape A : se créer une clé publique et privée

1 Terminal

[BUR] ~/.ssh/ ssh-keygen -t ed25519
. , . Generating public/private ed25519 key pair.
Enter file in which to save the key (/home/local/USHERBROOKE/jodp1301/.ssh/id_ed25519): gitlab_udes

1a) ouvrez un terminal et allez dans le repertoire Rt

7 g y . Enter same passphrase again:
~ / . S Sh (le creer s II N eXISte paS) Your identification has been saved in gitlab_udes
Your public key has been saved in gitlab_udes.pub
The key fingerprint is:
SHA256: 81gKeZbvilWux9Aba2PawC5LDmB31Zcy4yBujHbBBI58 jodp1301@dinf-jodoin-04b
The key's randomart image is:
+--[ED25519 256]--+
[ESoe |
|. + .+
lo Eo =
| = + +
|.Bo .S

[+ Terminal

[BUR] ~/.ssh/ [}

1b) tappez la commande =

|
I
|
|
|oB+B  + |
|
| +*%%00 |

|

| o**=

“ssh-keygen -t ed25519 e
1c) donnez un nom a votre cle (ex: gitlab_udes) g —
1d) tappez deux fois sur “enter” [BUR] ~/.ssh/ 1s *lab*

1 jodp1301 domain”users 419 Jan 16 11:53 gitlab_udes
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Fagon 2 : SSH (plus besoin de spécifier CIP et mot de passe)

Etape B : Copier la clé publique sur gitlab

Allez dans votre repo et cliquez sur :

Votre profile / Parameters / ssh keys / add new key
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Fagon 2 : SSH (plus besoin de spécifier CIP et mot de passe)

Etape B : Copier la clé publique sur gitlab
Copiez la clé publique du le fichier .pub nouvellement créer dans le répertoire ~/.ssh

Collez la clé dans “key”

Nommer la clé du nom de votre choix
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Fac;on 2 : SSH (plus besoin de spécifier CIP et mot de passe)

Etape C : Copier la clé publique sur gitlab

Retournez dans votre repo et copiez 'URL SSH
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+ v || Find file :
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Last con
https://depot.dinf.usherbrooke.c | [

ajout du
! Open with

ajoutdu Web IDE
ajout du  Visual Studio Code SSH | HTTPS
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Download source code

zip tar.gz tar.bz2 tar

Your workspaces

s a virtual sandbox environment for your

tappez “git cione [1ien nttps1’ dans un terminal

Terminal

[BUR] ~/tmp/ git clone git@depot.dinf.usherbrooke.ca:dinf/cours/H2026/IFT603-IFT712/tpl/ec
Cloning into "tp1'...
Authorized uses only. All activity may be monitored and reported.

remote: Enumerating objects: 6, done.

remote: Total 6 (delta 0), reused 0 (delta 0), pack-reused 6 (from 1)
Receiving objects: 100% (6/6), 4.36 KiB | 4.36 MiB/s, done.

[BUR] ~/tmp/ I




C’est fait! A partir de maintenant vous pouvez “cloner ssh” tous les repos gitlab que
vous désirez sans jamais avoir a spécifier votre CIP et mot de passe



